
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
The SAPTA Working Group is comprised of public and 
private sector investigators from the International 
Association of Financial Crimes Investigators (IAFCI) 
that are committed to help safeguard terminals from both 
physical and logical attacks. The annual working group 
meeting brings together SAPTA members and other 
subject matter experts from your community and across 
the globe to discuss new trends, devices, techniques, and 
case success stories involving payment terminal crimes 
and the criminal organizations behind them.  
 
This is designated as a meeting, not a training event. 
Please be aware that this meeting is intended for subject 
matter experts and investigators who regularly work 
skimming and access device fraud investigations; this is 
not a Skimming 101 training. 
 
 
 
 
CALL FOR PRESENTERS & SPONSORS 
 
If you are interested in presenting or sponsoring this 
year’s SAPTA meeting, please email ask-
sapta@distro.ncfta.net . Potential presenters, please 
include a proposal of the content to be considered.  
 
Sponsors, we could not host these events without you! 
The registration fee only covers a portion of the cost of 
the event. Our amazing sponsors make this annual event 
a reality. Even if you’re only able to donate a small 
amount, every dollar helps! Thank you for consideration 
and partnership. 
 

SAVE THE DATE 
 
 

SKIMMING WORKING 
GROUP MEETING 

 
 

NOVEMBER 5-6, 2025 
Limestone Hall 

215 W Main St Lexington KY 40507 
 
 
 

 
Cost: $199  

Due to rising food and event space costs, there will be a 
nominal registration fee for the annual SAPTA working 
group meeting. Your registration fee includes breakfast 

and lunch and other event costs through two days of 
amazing content and networking opportunities.  

Attendees are responsible for funding their own travel 
and lodging expenses. Registration fee is waived for 

presenters and sponsors. 
 
 
 
TOPICS MAY INCLUDE 
 

• Public/private sector relationships, collaboration, 
and success stories 

• Law enforcement case studies 
• Fuel Pulsar Tampering 
• EMV Relay Attacks 
• Technical Threat Updates and Emerging Trends 
• ATM Jackpotting Trends 
• LatAm Case Studies 
• ATM/POS/Gas Pump Skimmer Landscape and 

Organized Crime Groups 
 
REGISTRATION 
 
There is no virtual attendance option. Register with 
official work email addresses only, no personal emails. 
The registration link is coming soon!   
 

 
Not a SAPTA member yet? If interested in joining, 

email ask-sapta@distro.ncfta.net and include your name, 
title, company/agency, email, phone, city, and state. 
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